
Executive Summary 
When you design any EVPN fabric, the integration of the WAN routers is a mandatory step. This does not change even when leveraging 
the speed and ease of Juniper Mist to build and manage the campus fabric. After building the campus fabric in the Mist GUI, you must 
still integrate the WAN routers that the fabric uses.  

  

By design, the WAN router can be an MX Series router or an SRX Series Firewall from Juniper Networks, but it can also be a router or 
firewall from a third-party vendor. This Juniper Validated Design Extension (JVDE) describes the various methods of WAN router 
integration and the test cases that were performed to ensure proper integration. We also provide a list of required features that third-
party WAN router vendors must support for integration. Furthermore, complete configuration examples showing the Mist GUI and the 
resulting configuration on a Juniper MX Series are provided in the appendix section for reference.  

Solution Overview 
In a campus fabric, the integration point for WAN routers is called a service-block function. A service-block function is located at the top 
of the fabric and is either:  

• A dedicated pair of physical switches (recommended).  

• Co-located on the core switches of the fabric as a virtual function.  
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Using the service-block function, you can attach the WAN routers to the fabric which provides the ability to:  

• Allow Internet traffic of any wired/wireless client of the fabric.  

• Allow and control traffic between different virtual routing and forwarding (VRF) instances of the fabric since the VRFs 
are isolated inside the fabric itself.  
 

There are various methods that you can leverage to forward traffic between the two:  

• Layer 2 (L2) attachment between fabric and WAN router:  

 Bridged overlay—The entire fabric acts as a L2 switch and all gateway and L3 forwarding functions are located on the 
external WAN router.  

 Stretched VLAN—One access VLAN of each VRF is also used to attach the WAN router to the fabric and forward traffic to 
it.  

 Transport VLAN—None of the defined VLAN’s in the access layer of the fabric is used towards WAN router. Each VRF gets 
its own unique transport VLAN for communication with the WAN router then configured at the service-block function.  

• Layer 3 (L3) attachment between fabric and WAN router:  

 Establish an L3 point-to-point (P2P) link for each VRF to the WAN router and use OSPF to exchange routes.   

 Establish an L3 P2P link for each VRF to the WAN router and use external BGP (EBGP) to exchange routes 
(recommended).  
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